The report outlines the conceptual architecture of the system, in order to provide a holistic view on FORTIKA. This first iteration of the system architecture, defining the functional, development, and deployment view, will explore the capabilities of the secure SME hardware security layer providing robust and cost-effective mitigation mechanisms to SMEs.

Effective risk assessment and management is necessary to ensure that SMEs are protected from cyber security threats. The FORTIKA project is working towards developing a risk assessment tool and providing guidance on risk management strategies. The tool will be based on a systematic approach towards understanding and utilising the proper tools and methodologies. The tool will consider various aspects of the system, such as the hardware, software, and network infrastructure.

The project is also focusing on the development of a cybersecurity strategy and guidelines for SMEs. The guidelines will provide practical and concise information on how SMEs can protect themselves from cyber security threats. The strategy will be adjusted to the versatile and dynamic changing needs of small businesses.

The FORTIKA project is a Horizon 2020 project and has received funding from the European Union's Horizon 2020 research and innovation programme. The project is led by PASIPHAE, with participation from SMEs and other stakeholders.

For more information about the project, please visit the website: 
http://fortika-project.eu

See more at https://fortika-project.eu